The past several years have seen unprecedented focus on mobility and wireless access across the federal government – and it’s up to agencies to devise policies that marry state-of-the-art tools with robust data security. To explore how effectively agencies are accomplishing this goal, Government Business Council polled a random sample of 158 federal employees in March 2018.

Mobility efforts may be hindered by security protocols.
62% agree or strongly agree that their organization prioritizes data security over mobility/efficiency.

Federal BYOD policies have not caught on...
Just 23% are satisfied with their agency’s policies - indicating they are not meeting their needs or that they are unfamiliar with the benefits.

...and mobile device security practices can be unwieldy.
41% feel that they need to jump through a lot of IT security hoops when using a mobile device.

It’s time for federal government to strike a balance between security and efficiency. To learn more, check out the flash poll.
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